|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 产品名称 | 部署位置 | 数量 | 详细需求 |
| 1 | 防火墙 | 互联网出口边界 | 2 | 1. 性能需求：网络层吞吐量≧16G，应用层吞吐量≧14G，并发连接数≧400万，网络入侵防御吞吐量≧3G，全威胁吞吐量≧2G，防病毒吞吐量≧3G，WEB应用防护吞吐量≧1.5G，IPSEC VPN隧道数≧2000SSL VPN并发用户数≧3000 。

2.电源需求：冗余电源。 3.物理接口需求：千兆电口≧6个，万兆光口SFP+≧4个 4.售后服务需求：包含3年原厂设备维保服务，配置应用识别、IPS、AV、Web应用防护检测授权以及3年特征库升级服务 5.XC要求：防火墙操作系统需采用XC版本6.联动要求：与现网态势感知系统联动实现风险IP一键封堵。 |
| 2 | 防火墙 | 数据中心业务边界 | 2 | 1. 性能需求：网络层吞吐量≧16G，应用层吞吐量≧14G，并发连接数≧400万，网络入侵防御吞吐量≧3G，全威胁吞吐量≧2G，防病毒吞吐量≧3G，WEB应用防护吞吐量≧1.5G，IPSEC VPN隧道数≧2000，SSL VPN并发用户数≧3000 。

2.电源需求：冗余电源。 3.物理接口需求：千兆电口≧6个，万兆光口SFP+≧4个。 4.售后服务需求：包含3年原厂设备维保服务，配置应用识别、IPS、AV、Web应用防护检测授权以及3年特征库升级服务。 5.XC要求：防火墙操作系统需采用XC版本。6.与现网态势感知系统联动实现风险IP一键封堵。 |
| 3 | 防火墙 | 终端接入边界 | 2 | 1.性能需求：网络层吞吐量≧8G，应用层吞吐量≧6G，并发连接数≧220万，网络入侵防御吞吐量≧1.5G，全威胁吞吐量≧1.5G，防病毒吞吐量≧1.5G，WEB应用防护吞吐量≧1G，IPSEC VPN隧道数≧2000 。 2.电源需求：冗余电源。 3.物理接口需求：千兆电口≧6个，万兆光口SFP+≧4个。 4.售后服务需求：包含3年原厂设备维保服务，配置应用识别、IPS、AV、Web应用防护检测授权以及3年特征库升级服务。 5.XC要求：防火墙操作系统需采用XC版本。6.与现网态势感知系统联动实现风险IP一键封堵。 |